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in great quantities, causing serious damage to the weapon construction and national security, and  drew heightened 
concern of  the U.S. congress, the department of Defense (DoD), the Department of Homeland Security (DHS) 
and so on. This paper studied the concept and scope of counterfeit electronic components, as well as their 
influence on weapon systems and cyberspace security in the U.S., analyzed the main reasons why counterfeit 
electronic components invaded the defense supply chain, and generalized a series of preventing measures taken by



Innovation of U.S. Service Robot Industry : 
Experience and Lessons from iRobot
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Abstract: The U.S. company iRobot is a global leader in developing service robots. It has applied robots 
technologies towards commercial and civil use successfully owing to its good entrepreneurial environment, 
sophisticated achievement transfer system, and strong technology accumulation. On the other hand, supports from 
the government ensure survival and development of iRobot. The paper highlights the development and experience 
of iRobot, and analyzes features and supporting conditions of innovation of U.S. service robot industry, and gives 
some insights as follows: The development of emerging technology industry with long-time high uncertainty is 
a very complex process. It needs effective integration of resources from government, enterprises and research 
institutes. The government should provide a dual-support from both the R&D investment and market demands 
to push the integration of advanced technology and the practical needs. For the enterprises, choosing right 
breakthrough points of product ideas and market share is the most important.
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the U.S. government and military, such as establishing legal system to guard against counterfeit electronic 
components, supporting technologies of anti-counterfeit electronic components, imposing punishment to offenders 
involved in manufacturing counterfeit electronic components, which is worthwhile to be shared by Chinese 
counterparts.
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