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Research of Autonomous Model of
Distributed Intrusion Detection System

CHEN Shuyu, WU Qingquan, ZHOU Huiyi
(College of Computer, Chongging University, Chongging 400030)

Abstract The traditional distributed intrusion detection systems mostly use multilayer architecture, which results in complicated management and
communicational bottleneck. This article introduces an autonomous model of distributed intrusion detection system. It has only two layers so it can
reduce the complicate of layer control. It makes up of autonomous detection node, which integrates the protocol analysis technology and the pattern
matching technology to achieve distributed intrusion detection. It uses user-defined protocol and the standard SSL protocol to ensure security of the
communications within the whole system. For the convenience of the custom, it can browse the alarm in any detection node by browse/server model.
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