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Abstract: Integrating business processes becomes practicable along with the development of Web services
composition. Composite Web services can be regarded as process —based workflows. Since error design of flow
structures, such as deadlock, unsafeness, non —reachability and so on, will affect composite Web services
performance, these errors should be detected and corrected before composite Web services are executed. An
approach for modeling and verifying composite Web services based on semantic annotated Petri Nets is proposed.
Firstly, semantic annotated Petri Nets (SaPNs) is presented and the semantics of SaPNs is given. Secondly, a
restricted description logic tableau algorithm is utilized to obtain composite Web services. Thirdly, SaPNs is used to
represent a composite Web service and the participating services that are invoked by this composite Web service.
Finally, the composite Web services represented with the SaPN are verified by means of some analysis methods
based on SaPNs. With this approach, a reliable composite Web services meeting client requirements in an open
Internet environment can be achieved.

Key words: Peiri Nets; Web services; semantic matching

1 Introduction

Web services can be viewed as universally accessi—
ble components deployed over the Internet. They are
designed to support interoperable machine—to—machine
interaction over a network!". Considerable efforts have
been spent to define standards and technologies for
Web services, e.g., SOAP? for services communication,
WSDL® for services interface description, UDDI™ for
services publication and discovery, and BPETAWSF! for
services interaction model description and so on. Since
all of them are based on XML —centric approaches,
Web services have the capability of implementing dis—
tributed applications across not only platforms but also
program languages.

Nowadays, integrating business processes becomes
practicable along with the development of Web services
composition. To do so, individual business processes
are wrapped by Web services, and then these individual
business processes are integrated by means of compo-—
sing Web services. In this paper, the procedure of
composing Web services is called Web services compo—
sition and the result of composing Web services is
called composite Web service. Besides, the selected

services for integrating business processes are called

candidate services and a participating service is one can—
didate service which is executed at integrated business
processes runtime. In a sense, integrated business pro—
cesses are created with composite Web services.

A composite Web service can be regarded as a pro—
cess—based workflow. It is worth noting that some error
designs of flow structures, such as deadlock, unsafe—
ness and non-reachability, will affect composite Web
services performance.

(1) Deadlock. During the execution of a composite
Web service, if there is a participating service that is
impossible to receive the input so that the composite
Web service cannot be performed continuously, then a
deadlock problem of the composite Web service occurs.
Obviously, the execution of a composite Web service
with deadlock cannot terminate normally, which makes
the integrated business processes broken down.

(2) Unsafeness. During the execution of a composite
Web service, if a participating service sends an output
(i.e., a message), however, the output makes no sense
to the composite Web service, i.e., it cannot be con—
sumed by other participating services, then an unsafe—
ness problem of the composite Web service occurs. The

more instances of the composite Web service are creat—
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ed, the more useless messages are stored in a channel.
At last, the channel overflows.

(3) Non-Reachability. A composite Web service de—
fines the temporal sequences by which participating
services are executed. If an instance of the composite
Web service is executed by one temporal sequence, it
should produce a client expected result. If for any client
expected results, a temporal sequence can be found so
that an instance of the composite Web service executed
by it can produce the expected result, the composite
Web service is reachable; otherwise a non—reachability
problem of the composite Web service occurs.

Obviously, these errors should be detected and co—
rrected before composite Web services are executed.
Nowadays , many researchers in both industry and
academia are making efforts to find the methods to
model and verify composite Web services. Niels
Lohmann et al. in [6] presented a method to verify glo—
bal interactions between business processes of different
partners based on Petri Nets. In [7] Yu Huang et al.
proposed an extended Petri Net that was used to model
the flow of messages exchanged by a Web service
which participated in choreographed interactions with
other services. Kang Hui et al. in [8] proposed a CPN-
based model for Web services composition, described
how to translate WS4BPEL to CPN model, and dis-
cussed the analysis and verification of services compo—
sition. Jan Hidders et al. in [9] introduced an extended
Petri Net which is a formal, graphical workflow lan—
guage for modeling and analyzing the dataflows.

Using Petri Nets and their extensions to model in—
ter—organizational business processes, only syntactic
composition of distributed business processes can be
solved. However, the missing semantic representation of
Petri Nets can hamper the inter—connectivity of busi—
ness processes, since different business partners have

their own specific vocabularies, even if they share a

similar requirement.

The semantic annotated Petri Nets (SaPNs) are pro
posed in this paper. Modeling Web services with SaPNs,
the semantics of exchanged data between the services
can be dealt with so that different business processes
with their own specific vocabularies can be connected.
Firstly, SaPNs is used to represent a composite Web
service and the participating services; then the inter—
actions between those services are verified by means of
some analysis methods based on SaPNs. With this app—
roach, a reliable composite Web services meeting
client requirements in an open Internet environment can
be received.

In the rest of the paper, section 2 gives a motiva—
tion example for discussion. Section 3 introduces SaPNs
and the semantics of SaPNs. Section 4 illustrates how
to use the restricted description logic tableau algorithm
to obtain a composite Web service. Section 5 describes
how to represent a composite Web service and the par—
ticipating services with SaPNs. Section 6 describes the
formal methods to verify the interactions between ser—

vices. Conclusions are drawn in section 7.

2 Motivation Example

Suppose a client wants to find such a Web service
that can help it purchase a book and a CD. This pur—
chasing procedure is depicted as follows. Firstly, the
client sends Bookname to the service and receives
Bookbuyinfo from the service if the book is in the
stock, or Boutstock if the book is out of stock. Similarly,
the client also sends CDname to the service and
receives CDbuyinfo from the service if the CD is in the
stock, or Coutstock if the CD is out of stock. Since the
above two activities have no causal relation, they are
executed concurrently. If the client receives both Bout—
stock and Coutstock, the service instance terminates,

otherwise the client sends Creditcard and Goodsbuyinfo
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(Bookbuyinfo and/or CDbuyinfo) to the service. If it
receives Forbiddance returned from the service, then
this service instance terminates, otherwise it receives
Authorization, Payinfo and the service instance goes on
being executed: the client sends Payinfo and Cargotype
to the service for shipping support and receives Order
returned from the service. Finally, the service instance
terminates. The above italics are parameters that should
be processed by the service.

If there does not exist such a Web service, a com—
posite Web service can be constructed to satisfy the
client requirements. To obtain such a composite Web
service, we should do as follows: (1) finding several
candidate services according to the parameters pro —
cessed by the service; (2) composing the candidate
services found in the previous step. Note that the output
of the client is the input of the service; the input of the
client is the output of the required service; moreover,
the data always flows from the “output” to the “input”.
For the above example, the composite Web service is

intuitively depicted in Fig.1.

3 Semantic Annotated Petri Nets

To model and analyze Web services, this Section
introduces semantic annotated Petri Nets and gives the
semantics of SaPNs.

Definition 1 A semantic annotated Petri Net is a 6—

tuples SN=(P,T,F,3,M,;a), where:

Client service

(1) P is a finite set of control places;

(2) Tis a finite set of transitions and PN T=¢;

(3) FE(PxT)U(TxP) U (3XT)U(TXZ) is a finite
set of arcs;

(4) Yis a finite set of messages. Each element of 3
is 4—tuples (1,0,S,R), where I and O are two finite
sets of letters, S and R are two letters;

(5) M=(M, ,M,) is a marking function, M, : P—
{0,1}, M,:3—{0,1}, and M,=(Mc,,Md, ) is the ini-
tial marking;

(6) a: T—{3xdir}U{r}, where dir={+,-}.

A SaPN is represented by a directed graph with
three node types called places, transitions and me —
ssages. Places and transitions are connected via solid
directed arcs, while transitions and messages are con—
nected with dotted directed arcs. Connections between
two nodes with the same type are not allowed. Further
more, places and messages cannot be connected.
Places are represented by solid circles, transitions by
rectangles and messages by dotted circles.

Three kinds of transitions are depicted in Fig.2.
Each transition is annotated by a letter 7 or a binary—
tuple ((1,0,S,R),d), where (I,0,S,R) €3 repre-
sents a message and d is a symbol, either “+” or “-”.
Not more than one message is connected graphically to
a transition through a dotted arc. If the transition ¢ is

annotated by ((1,0,S,R),+), the dotted arc is from the

transition ¢ to the message (1,0,S,R), while if the tran—

Composite Web service

e TR
* oy (e
“._ (Shippingy

-“.. broker / )

Fig.1 The interactions between the composite Web service and the client
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Fig.2 Three kinds of transitions in SaFNs
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sition ¢ is annotated by ((1,0,S,R),-), the dotted arc
is from the message (I,0,S,R)) to the transition ¢,
otherwise the transition ¢ is annotated by the letter 7
and there is no messages connected with this transition.
In a SaPN, tokens in the control places are called con—
trol conditions and tokens in the messages are called
data conditions.

The enabling conditions and firing rules of transi—
tions are defined in the following. R(M,) denotes a set
of all markings reachable from M, .

Definition 2 Let SN=(P,T,F,3,M, ,a) be a seman—
tic annotated Petri Net, M:(M( M, )e R(MO ). YieT,
t is enabled at M if and only if:

(1) a(t)=r and Vp e .t:Mc(p)=1;

(2) a(t)=(m,+) where m € 3, further, Vpe .t:
M, (p)=1;

(3) a(t)=(m,-) where m €Y, further, Vp e t:
M_(p)=1 and M,(m)=1.

According to the above Definition, if a transition is
enabled at M=(M, ,M, ), its control conditions and da—
ta condition must be satisfied.

Definition 3 Let SN=(P,T,F,3,M, ,a) be a se-
mantic annotated Petri Net, M=(M_,M,) e R(M,). Vte
T, t is enabled at M, then it may fire and its firing
generates a new marking M', i.e., Mt>M'=(M,", M),

where :

(1) M."(p)=M_(p)+1, if p et - 1

(2)M."(p)=M_(p)-1, ifpe AT

(3) M. (p)=M (p), ifpe(t — DU 1=t );
(4) if a(t):(m5+), meZ, then Md’(m):Md(m)+

1, and for all ;LEZ—{m}, Md'(m):Md(an);
(5) if a(t)=(m,-), me X, then M,"(m)=M,(m)-

1, and for all me3—{m}, M,"(m)=M,(m);
(6) if a(t)=r, then for all me X, M,"(m)=M,(m).

To represent a Web service with a SaPN, all ex—
changed messages between the service and its client
constitute the set 3. A message is represented by a 4-
tuple (/,0,S,R). I is a finite set of letters and each
element of  represents an input parameter (referring to
a concept in an ontology) received by the service. O is
also a finite set of letters and each element of O repre—
sents an output parameter (referring to a concept in an
ontology ) sent by the service. Moreover, I and O can—
not be empty at the same time. S is a letter and repre—
sents the sender of the message, while R is a letter
and represents the receiver of the message. Note that,
a service may not only invoke its client, but also be
invoked by its client.

Therefore, data can flow either from the service to
the client or from the client to the service. The follow—
ing example is given to illustrate this scenario. Suppose

there are services S, and its client C,. Service S, is

modeled by a SaPN. It worths noting that the message

(I,(),S1 ,C, ) means that the service S, sends the out-
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put O to the client C, and then receives the input [ re—
turned from the client C,, while the message (1,0,C, ,
S, ) means that the service S, receives the input / sent
by the client C, and then returns the output O to the
client C,. Furthermore, in a SaPN representing a Web
service, for ap € P, M, (p)=1 means that the place p has
a token, ie., the control condition is true, while M (p )=
0 means that the place p has no token, i.e., the control
condition is false. For a meX, M{l(m)zl means that

the message m has a token, i.e., the data condition is
true (that is to say, the message has been produced by
the message sender can be consumed by the message
receiver ) , while M, (m)=0 means that the message
m has no token, i.e., the data condition is false (that is
to say, the message does not exist because it has not
been produced or has been consumed by the message
receiver ).

Moreover, transitions in a SaPN are used to describe
actions that the service do. Each transition is annotated
by a letter 7 or a binary—tuples ((1,0,S,R),d), where
(1,0,S,R) represents a message and d is a symbol,
either “+” or “-". As shown in the above example,

modeling service S, with SaPNs, the action that
service S, receives input / sent by client C, and then
returns output O to client C, is represented by ((1,0,C, ,
S, ),—), while the action that service S, sends output
O to client C, and then receives input / returned from
client C, is represented by (([,O,Sl , C, ),+). Other
actions that the service evaluates conditions to decide
what to do next are represented by letter 7.

Definition 4 A SaNP SN:(P,T,F,E,M0 ,a) repre—
sents a Web service iff:

(1) there exists p, € P and .P;:‘b;

(2) there exists Por P> 5D, €EPand Vje(l,2,

kY, poj:d);

(3) for all (1,0,S,R)e 3.

S and R cannot be the same;

I and O cannot be empty at the same time;

Each element of I and O refers a concept of an on—
tology ;

(4) for all transitions in 7', if its annotation is:

((1,0,5,R),+), S is the identifier of this service
and the exchanged data first flows out of the service
and then flows into the service;

((1,0,5,R);-), R is the identifier of this service
and the exchanged data first flows into the service and
then flows out of the service;

7, there is no data exchanging between the service

and its client.

4 Composing Web Services

In this section we show how to solve the problem of
composing Web services both in the general case and
in the context of the above example. Suppose that there
exists a set of existing Web services and each service
has a description in OWL-S"Y. Moreover, there does not
exist a service that satisfies the client requirements.
4.1 Finding Candidate Services

OWL-S is both an ontology and a language used to
describe semantic Web services. Being a part of OWL—-
S, the process model describes the interaction model
between a service and its clients. The OWL-S process
model is organized as a process—based workflow. Each
atomic process is described by three components: in—
puts, preconditions and results that describe outputs
and effects produced by the process under different
conditions. An atomic process might have two results
(e.g., the process for goods payment has two results,
authorization and forbiddance ); however, only one of
results is produced when the process is executed com—
pletely (authorization and forbiddance cannot be re—

turned at the same time and which one can be returned



EONIE %78 UHRIT Peui FIBYZHE Web RS EE 5IIE 179

depending on whether or not the credit card is valid).
In terms of composing Web services, we only need to
consider the functions of the atomic processes, there—
fore the preconditions and effects of the atomic pro—
cesses cannot be considered here.

1172 we search those atomic

With semantic matching
processes whose input and/or output contains some or
all of the parameters processed by the required service
(i.e., the composite Web service constructed to meet
the client requirements ). Those services contain one or
some of the selected atomic processes are candidate
services. These selected atomic processes can be repre—
sented by description logic (DL) formulas and seman—
tic annotated Petri Nets.

Suppose there is an atomic process that receives in—
put (]1 ,ol ) and returns output (05 ,oe ,Oj ) or (O,r "
=,0,). (0, - ,0, ) represents the results that the

client expects to obtain and (Ok ,o,0, ) represents the

results that the client does not expect to receive. The
expected and unexpected results cannot be returned to
client at the same time. This atomic process can be
represented by the formula and the SaPN in Fig.3.

For the description logic formula, it is a disjunction
and two items cannot be true at the same time; more—
over, I and O with subscripts are atomic propositions
representing the valid input parameter [ and output
parameter O of atomic processes. For the SaPN, it has

two transitions that have the same input place called

initial places; the two output places of the transitions
are called end places. If the token is in the initial
place of the SaPN, it implies that the atomic process
receives the valid input; if the token is in the end
places of the SaPN, it implies that the atomic process
returns the valid output (expected output or unexpected
output).
4.2 Composing Candidate Services

For ease of exposition, a simpler example is given
to illustrate our approach to composing candidate ser—
vices. Suppose there are three candidate services and
each has only one atomic process. These atomic pro—
cesses are denoted by P, , P, and P,. Here, I and O
with subscripts are atomic propositions representing the
valid input and output of services. P, has the input /,
and I, and output O, ; P, has the input /, and I/, and
output O, ; P; has the input /, and /; and output O,

and O, ; moreover, O, equals I, and O, equals /5.

Suppose the client requires that the required service
has the input /,, I, and I, and output O, and O,.
They are represented in Fig.4.

A restricted description logic tableau algorithm is
employed to solve the problem of composing atomic
processes. The result of the automatic reasoning proce—
dure with this restricted tableau algorithm is depicted
in Figd4. First, let I=I, NI, NI, , which describes the
input of the required service. Then, we build those for—

mulas P, , P, and P,. Next, the formulas are trans-

(1, N NLLZ0, A NO)V
Pi (I, N NLDO, N NO,) Pi

Fig.3 Two representations of an atomic process

Pel 3 Jst o i i i i it
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p=1, \1,20,

p=1, N1, 20,

P,=I, A1, 20, N0,
(0,=1,,0,=1,)

K,:S, AS, NS, NI

K, I, NI, AS, NS, NI
K,:0, NI, NI, \S, AT
K,:0, NI, NI, AS, NI
K,:0, NO, NI, NI, AT

S,=11 V= I, \/0l

S,=2 LV LVO,
S,=a LV LV, NL)
=1 NN

Fig.4 The automatic reasoning procedure with the restricted tableau algorithm

Bl 4 fdi 52 B tableau 333514 H 2hHEBLEFE

formed into the negation normal form (NNF) and are

denoted by S,, S, and S;. Finally, the automatic rea—

soning procedure is carried out based on the conjunc—
tion of [ and S,, S, and S, by this restricted tableau
algorithm. The procedure exhaustively looks at all the
possibilities of composing P, , P, and P,. If there is a
model that can satisfy the conjunction and the last for—
mula obtained from the reasoning procedure implicates
the output that the required service desires, this model
can be processed to obtain composite Web services
meeting client requirements.

This restricted tableau algorithm is similar to the

general tableau algorithm™!. The restricted tableau algo—

rithm is introduced to simplify the reasoning procedure.
The result of the automatic reasoning procedure with
this restricted tableau algorithm is depicted in Fig.4.
The result of the automatic reasoning procedure with
the general tableau algorithm is depicted in Fig.5. Ob-
viously, the former is a special case of the latter and
the former is simpler than the latter. The main differ—
ence between them is which formula is decomposed.
For the general tableau algorithm, the decomposed for—
mula is selected random, while for the restricted
tableau algorithm, the decomposed formula is selected

by the condition that the decomposed formula must

represent such an atomic process whose input can be

P=I, NI, 20, K,:S, NS, \NS, N1
P,=I, NI, 0, K, 7 1, NS, AS, NI
P,=I, NI, 20, \O, 0, NS, \S, NI
(01‘:[4,0[5:]5) K,:7 I,NS, NS, NI
0, NS, \S, NI
I=1 NI, M K,:I, NI, AS, AS, NI
S=1\V1,VO0, K,:7 LA L AS, NI

S,=2 LV LVO,
S,=a LV \/([4 /\]5)

0, =1, NS, N1

0, N+ I, \S, N1

0, N0, NS, N1
.0, N, NIAS, AT
o0, NI NIAS, AT

K10, NO, NI, NI, N

Fig.5 The automatic reasoning procedure with the general tableau algorithm

Bl s il tableau B350 H hHEPL R
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represented with the true propositions contained in the
formulas.

According to the following facts, we can see that
the result of the restricted tableau algorithm is consis—
tent with the results of the general tableau algorithm.

(1) Both algorithms process the same conjunction;

(2) Both algorithms try to decompose all formulas in
the conjunction until no formula can be decomposed;

(3) For the general tableau algorithm, it randomly
selects formulas to be decomposed, therefore, there
must exist an order of decomposed formulas that is the
same as the order of decomposed formulas which the
restricted tableau algorithm determines.

In Fig4, each node of the graph is labeled with a set
of formulas (the set may has only one formula); each
arc of the graph is labeled with a formula which is de-
composed. The reasoning procedure terminates until all
formulas labeling the nodes of the directed graph are
false or unsatisfiable or indecomposable. In this paper,
“indecomposable” means that each item of the current
conjunction is an atomic proposition. For the above
simpler example, the reasoning procedure terminates

and each item of the last conjunction (K, ) is an atomic

proposition (0, ,0,,1, 1,1, ,1, .1 ). For the restricted

tableau algorithm, the decomposed formula is selected
by the condition that the decomposed formula must
represent such an atomic process whose input is impli—
cated in the current conjunction. However, if there is
no such a formula and not all items of the current con—
junction are atomic propositions, the current conjunc—
tion is called unsatisfiable. In this case, the unsuitable
atomic process can be found. We can delete the atomic
process and try to compose those atomic processes
again. Fig.6 illustrates the automatic reasoning proce—

dure of the motivation example.

5 Modeling Web Services with SaPNs

We transform the OWL-S process models into SaPNs
to represent participating services, and then give a me—
thod to represent composite Web services with SaPNs.
5.1 Representing Participating Services with
SaPNs

The OWL-S process model is composed of atomic and
composite processes. An atomic process represents an
interaction (i.e., an indecomposable message exchange!)
between the service and the client. Fig.3 gives the re—
presentations of atomic processes. Composite processes

are composed hierarchically of some sub—processes with

P, : Bookname = Bookbuyinfo
P, : CDname = CDbuyinfo

P, : Goodbuyinfo N\ Creditcard & 0(0CT)

P’ 1= Forbiddance

P, : Bookname = Boutstock
P,":CDname & Coutstock

P, . 1T Authorization \ Payinfo

P : Payinfo I\ Cargotype = Order

Fig.6 The automatic reasoning procedure with the general tableau algorithm in the example

Pl 6 Sl e 1353 tableau 3335 11 2 HEFL R



182 Journal of Frontiers of Computer Science and Technology JTENBIZESHEE 2009,3(2)

the control constructs, which represent a series of in—
teractions between the service and the client. The com—
ponents of a composite process are atomic processes
and/or other composite processes. The OWL-S process
model provides nine control constructs: sequence,
split, split+join, anyorder, if—then—else, choice, iter—
ation, repeat—while and repeat—until. As the iteration
is not detailed enough to be instantiated in a process
model, it does not be considered.

sequence: a list of components to be executed in
order;

split: a set of components to be executed concu—
rrently;

split+join: a set of components executed concu—
rrently are synchronized;

anyorder: a set of components are executed in an
unspecified order (decided at the runtime) but not con—
currently;

choice : select one component to be executed from a
set of components and any of the given components
may be selected;

if-then—else: for two components, one is selected
to be executed if a condition is true, otherwise the oth—
er is selected to be executed;

repeat —while and repeat —until: the former means
that a component is executed when a condition is true;
and the latter means that a component is executed until
a condition becomes true.

The following figures are used to illustrate how
atomic processes represented by SaPNs are connected
with those control constructs to obtain a new SaPN to
represent composite processes. To illustrate clearly, the
labels of places, transitions and messages are omitted.

Fig.7 shows that two atomic processes p, and p, are

executed sequentially.

Fig.7 The atomic processes are connected

with sequence
Pl 7 Dy il R i 42
Fig.8 depicts that one of atomic processes p, and p,

is selected to be executed. If the initial place represents

a definite condition, p, and p, are connected with if —
then —else, otherwise p, and p, are connected with

choice.

Fig.8 The atomic processes are connected
with if~then—else and choice
Pl 8 Jsl ik P iR e 0% 12
The left of Fig.9 depicts that the atomic process p,
are executed repeatedly until a condition is satisfied,
while the right of Fig.9 depicts that while a condition is
satisfied, the atomic process p, are executed repeatedly.
The left of Fig.10 depicts that two atomic processes
p, and p, are executed currently without synchroniza—
tion, while the left of Fig.10 depicts that two atomic
processes p, and p, are executed currently with syn—

chronization.
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Fig.9 The atomic processes are connected with repeat—until and repeat—while

& IR A R U (7 B 7%

Fig.10 The atomic processes are connected with split and split+join

Pl 10 Dt il FRIADER i 4%

Fig.11 The atomic processes are connected with anyorder

11 R R 2 s i 4

The Fig.11 depicts two atomic processes p, and p, are these SaPNs have been reduced. Since the reduction is

executed in an unspecified order but not concurrently. very simple, it is not discussed here.

According to the above rules, the participating ser— 5.2 Representing Composite Web Services

vices Bookseller, CDseller, Bank and Shippingbroker with SaPNs

are represented by SaPNs shown in Fig.13. Note that As Fig.3 shows, an atomic process can be repre—
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sented by a SaPN. According to the temporal sequences
of atomic processes defined by the composite Web ser—
vice, these SaPNs representing atomic processes are
connected. As a result, a new complex SaPN can be
obtained to represent the composite Web service. Fig.6
gives the temporal sequences of atomic processes that
compose the required service meeting the client re—

quirements. With this method, Fig.12 gives a complex

SaPN representing this required service.

6 Verifying Composite Web Services

In this Section, the properties of SaPNs are employed

O

to verify composite Web services obtained in Section 5.
That is to say, we will check whether deadlock, un-—
safeness or non-reachability occurs in the interactions
between the required service and participating services
Bookseller, CDseller, Bank and Shippingbroker, firstly,
a SaPN is employed to represent the interactions.
Definition 5 Let SN.=(P.,T,,F,,3 M, ,a ) (1<i<n)
be SaPNs representing all participating services of a
composite Web service and this composite Web service
is represented by a SaPN SN=(P, T,F,3,M, ,a). Thus,
we can obtain a new SaPN S]VOZ(P' T, F' 5 M, Ja')

3 l 13 ly / L

2

te

A4

[on41] [mst)] ()] [ [0 (0] [on 0] [

m, =({Bookbuwyinfo}, {Bookname},S, Bookseller)

m, =( {(Boutstock), {Bookname}, S, Bookseller)
m,=({CDbuyinfo},{CDname},S, CDseller)
m,=({CDoutstock},{CDname},S,CDseller)

m,=(¢, {Bookbuyinfo,CDbuyinfo, Creditcard}, S, Bank )
m,=(¢,{CDbuyinfo, Creditcard}, S, Bank )

m, =(¢, {Bookbuyinfo, Creditcard}, S, Bank )
m,=({Payinfo ,Authorization} ¢, Bank ,S)

my =({Forbiddance),$,Bank ,S)

m,,=({Order}, {Payinfo, Cargotype}, S, Shippingbroker)

Fig.12  The composite Web service represented by a SaPN

12

fdi JHl SaPN $iiik 4l Web Mk 55
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Book seller 12

m t, i, m'
Tt (m) [l e
Po, Po,
O
m=({Bookbuyinfo},{Bookname},S, Bookseller)
m'=({Boutstock), {Bookname}, S, Bookseller)

CD seller

@ P;
/

m L b m'
Tl m) | o)
Po, Po.

O

m=({CDbuyinfo},{CDname},S,CDseller)
m'=({Coutstock},{CDname}, S, CDseller)

épo. Cgpnz :

m,=(¢, {Goodbuyinfo}, S, Bookseller)
m, =({Payinfo ,Authorization}, ¢ , Bookseller,S)
m,'=({Forbiddance},d , Bookseller,S)

Shipping broker

m=({Order},{Payinfo, Cargotype}, S, Shippingbroker)

Fig.13 The participating services represented by SaPNs
B 13 i SaPN iR 4Lk 554>

representing the interactions among these services ,

where :

pr=Upr,7=UT,F=U F;

Isisn Isisn Isisn

3= 3, for any two messages (I.,0.,S. ,R.) and

I<isn

(1,0,,S;,R,) (i#)) in 3’5 if Match(I, ,1,) =threshold
and Match( ()]. ,0, ) =threshold' furthermore, S, :S]. and
R.=R,, then (1,,0,,S,,R, ):(I] ,0,,5,,R, );

M,'=(M" \M,,"), where M ,'=(M, o, M,y ..M, ),
M,'=M,,'=M,,'=--=M,";

VieT, a(t)=a,(t), ifteT,.

In the following, Fig.14, 15 and 16 illustrate dead—
lock, unsafeness and non-reachablility problem respec—
tively occurring in the interactions among the services.

Fig.14 shows that the interactions between the services

" Maich(A ,B) =threshold means that Y ae A, there exists b € B such that a— b, where a and b are concepts in an ontology!

S, and S, cannot terminate normally, because the data
conditions for ¢, and ¢, never can be satisfied. Fig.15
illustrates that the message m, makes no sense to the
interactions (m, cannot be consumed by other services )
so that the channel stored m, might overflow. Fig.16
depicts that the end place p, never can be reached in
terms of the interactions between S, and S, , since no

service can produce the message m. Thus, some ex—

pected results cannot be obtained.

r. @—s{(m D —>CO—{m D} O
S, l l !t3

‘: m]

A m,
12 ' l4

s, i
e G LN ey BRG

Fig.14 The deadlock problem occurs in

the interactions between two services

Pl 14 S AE PSR 55 ) 28 B fR HE 5 1]

12]
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Fig.15 The unsafeness problem occurs in

the interactions between two services

P15 S A AE WA 55 ) 22 B A 22 2 )
S, @ p;

Do, Do, Doy

Fig.16 The non-reachability problem occurs

in the interactions between two services
Pl 16 T ZEAE PR AN 55 ) 58 HL A w ik [ 38

Definition 6 Given a semantic annotated Petri Net

(P,T,F,Z,MO ,a) representing the interactions among

services, a marking M, is called reachable from M
(notation M,—M, ) iff there is a firing sequence o=

4 [ i,
INNASEA such that M,—M,—M,—M, .

Note that the empty firing sequence is also allowed,

s

ie.,, M\—M,.

Definition 7 A semantic annotated Petri Net (P, T,
F,3,M, ,a) is live iff, for every reachable marking M
and every transition ¢, there is a marking M’ reachable
from M which enables ¢.

A SaPN is structurally live if there is an initial
marking such that the net is live.

Definition 8 A SaPN (P,T,F,3,M, ,a) is bounded
iff, for each place p there is a natural number n such
that for every reachable marking the number of tokens
in p is less than n. The net is safe iff for each place the

maximum number of tokens does not exceed 1.

A SaPN is structurally bounded if the net is bounded
for any initial marking. Since the technologies for
checking whether deadlock, unsafeness and non-reach—

[15)

ability occurs in Petri Nets is well known!™, it does not

be discussed here.

7 Conclusion

In this paper, an approach for modeling and verifying
composite Web services based on semantic annotated
Petri Nets is proposed. Firstly, semantic annotated
Petri Nets (SaPNs) and the semantics are presented.
Secondly, a restricted description logic tableau algo—
rithm is utilized to obtain composite Web services.
Thirdly, SaPNs is used to represent a composite Web
service and the participating services that are invoked
by this composite Web service. Finally, the composite
Web service is verified by means of some analysis
methods based on SaPNs. With this approach, a reliable
composite Web services meeting client requirements in
an open Internet environment can be achieved. In the
future, some tools which are the basis for using this
approach widely and practically in service —oriented

computing will be developed.
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