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Abstract To solve the problem of computer security, this paper puts forward a new computer architecture based on TPM chip by designing a
software protocol stack TSS based on security chip. By using this protocol stack to call kernel service modules through API, the problem of trusted
platforms in distance communication can be solved. In the security chip based on TPM, authorization and authentication management based on
multi-protocol are designed and implemented to realize authorized communication and authentication between upper application and TPM,
ensuring that the computer is able to accomplish the task of safe computation and safe store to enhance the security level of the computing platforms.
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