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Model of Teledata Access Based on CA Authentication

TAN Yun-song
(School of Computer Science and Engineering, Wuhan Institute of Technology, Wuhan 430073)

Abstract Besides importance of data transmittal and database security illustrated, the requisite analysis of the model of teledata access based on
CA authentication are elaborated as well. The model is divided into client authentication modules, SQL resolution modules, and data transmittal
modules and so on. The model functioned with confidentiality, integrity, identity authentication etc, provide secure and reliable channel for sensitive
data between two communication terminals; On the other hand, sensitive data in server database is encoded by fields, which keep invisibility for
non-correlation persons. The model, to some extent, can keep sensitive data safe in most enterprises.
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