T 515 R 224 2008 30 (6): 1450-1452  ISSN: 1009-5896 CN: 11-4494/TN

w3

S T T I NG % QA (AL /N 72 R LR NG | R

EIEHED, KRO, THRO®

Db s 2 RS L2 It 100083 ; D76 % PR K 2 2 A 25 W [ 5 T AUSe i s 7%
710071

e FE H Y 2006-11-20 & [6 H # 2007-6-4 W 2% i & 45 H 4 2008-8-28
i 35

59 11022 4 B BT M3 T I 2 4 1 8 el s 5 200 T LA A 1 S R A S 1) 22 A P, % S0 Pl Lucas 53114
M AR A RE — ST, 4t — Pl 0 T IE 224 0 B B VA S 0 % R A o A A LI
A7 TRILUCEE W AR 36 785, FHUE WIS 0 22 A ME S -4 RRSABESL, J51 5 48 th i VA 285 44 7 T M S, e
55 2 SN F S RRSABE R o

JeEEiE AFTnEE A
4rK5 TN918

ez H

Lucas/¥#1 Lucas ¥k (4F) R4y HHUME B4

Research on a New Public Key Cryptosystem as Secure as | nteger
Factorization

Jiang Zheng—tao®, Zhang Jing—liang®, Wang Yu-min®

Dschool of Computer Science and Technology, Beijing University of Aeronautics and

Astronautics, Beijing 100083, China; ©@National Key Lab. of Integrated Service
Networks, Xidian Univ., Xi'an 710071, China

Abstract

Constructing provably secure cryptographic primitives under weak assumptions can
improve the security of cryptographic schemes efficiently. Further research on the
construction of public-key cryptosystem is provided, and a new public-key encryption
primitive is investigated. This scheme is more efficient than that of existing LUC
cryptosystems. More over, the proposed scheme is provable secure and its security is
proved to be equivalent to the factorization of RSA modulus. At last, an application in
signature is suggested; forgery of signature is also equivalent to the factorization of
RSA modulus.
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