AN 2008 28 (05): 1144-1145  ISSN: 1001-9081 CN: 51-1307/TP

1% E 224 (Information security) ¥R Yhe
AIAE B

F Supporting info

xF— FARELE 28 44 07 S 5 24 o B

T EL X2, B 53 » PDF(353KB)

P BT s 2 e L » [HTML4: ] (OKB)
SR A 2 B2 » 2% SCH[PDF]
[ N ¥ 2% ik

WA H 1 2007-11-21 & 8] H ¥ 2008-1-14 R4 4 i & A1 H 1 2008-5-7 %52 H ] M %55 I 1t

WME ZhaoS il T ANHIREI R 4 5%, JEMIER b, %18 T %4 i i i S0 s, | IEASGRERE ST A
Hbas ) THE R E LT ROk, el TAEMMRESE I8N TN WA R AR S BT | A TR 54
TorHT, ST R OGS, R XA S, AR R a2 A8 NS AR Op i AR 2 B, A (R S | AR | 3
AR N IR UEA N2, BRI N . fEZhao% 45 i8S gl e rh, 2 = —
ATCAEARGUX P LT« + SIHASC

F Email Alert

Abstract A new proxy blind signature scheme was proposed by Zhao et al. recently. Based |r & /5t

on this scheme, all possible parameters to t_)e ch_osen in signature _equations were considered b S R

and a general method to construct proxy blind signature was obtained. They also proposed —

eight equations to generate secure proxy signing key. However, their scheme was insecure. A 1 5¢ {5 &

forgery attack on their proxy blind signature scheme was proposed in this paper. Using the

forger)); attack, a dishonpest ()J/riginal si%ner can forge the erc)nypsigning key gng producegvalid L Tl % Al VIR ZBS

proxy blind signatures. Among the eight equations of producing proxy signing key, half of pe3 i
them can not resist this kind of attack. PAS A AR S
K Hrgs s RHEZEHA Ak,
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