e
w4

Bl 2R

JournallonfEommunications, Eitis

R

TRIDEEL.2, 43 5 LSO L2 FE 4245 it A BT Iy 1030 32541, 2014, (4):148~154
iR A TR LA S
Novel extended multivariate public key cryptosystem
BRI ). 2012-12-29

DOl 10.3969/).issn.1000-436x.2014.4.017

TSCoRBk A MRS BTG T g bkl e Mol AREH

Y % gk i tame transformation the novel extended cryptosystem linearization attack differential attack algebraic attack

5 00 B S BRI ARUR el (8637 ) 4 s B it 1 (009AA012201) e et 5 5 HE -5 1 ¢ o 5120 PR U 45 ¢ 1) 7 I (2013A08, 2013A10)

= AL
FehpgEl2, Aeaikl, #iciRl2 LEE TR VBt Ymg ) 450002, 2. 4y T s db vl ST Kl s =, VL8 oy 214125

9 it e 110
ES QS
B E L

KT AR MBS T IRV JARRIE T R AR AT AR, Rt M atsumoto-Imal (MI)Jy %2l 2, 4R T BBt R 28 A P Iy ¢
F YR RMIER L, WU TR SRR AN S BB T R TG RER] 207 R AR T MU S B , F ARSI MG . 22 A Tk R

PR
Toresist linearization attack and differential attack effectively, anonlinear invertible transformation based on “tame transformation” was constructed. Incorporated with the Matsumoto-Im
scheme, anovel extended multivariate public key cryptosystem was proposed. Then, according to the proposed scheme, two practical applications including an encryption scheme and a signature

scheme were designed respectively. Analysis results demonstrate that the extended cryptosystem inherits the merit of Ml, i.e. efficient computation. Meanwhile, the novel extended scheme can a
resist linearization attack, differential attack and algebraic attack.
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