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New | D-based dynamic group signature scheme
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Abstract

In order to solve the problem that KGC can not be trusted in |D-based group signature, anew |D-based dynamic group
signature scheme is proposed.The new verify and open algorithms make sure the scheme can against forgery
attack.Additional, this scheme can delete members simply and efficiently without changing the group public key and the
other group members' key.At the sametime, the sizes of signature and key are independent on the numbers of the group
members.
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