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Publicity verifiable fair electronic auction protocol
YANG Jia-xil, LI Leil,2, ZHU Huil, WANG Yu-minl

1.State Key Lab of Integrated Service Networks, Xidian University, Xi‘an, 710071, China;
2.School of Information Engineering, Zhengzhou University, Zhengzhou, 450052, China

Abstract A fair and efficient secure electronic auction scheme is presented, which is simple
and can be publicly verified. The scheme adopts more symmetric encryption/decryption
instead of public key cryptosystem, overcomes the drawback that the third party conspires
with a malicious bidder so that he can win the auction with an optimal bidding price, and
then provides fairness. The scheme preserves losing bids and bidders's anonymous
identities. No bidder can repudiate his or her bid and all the bidding prices can be publicly
verified. Compared with the recently proposed schemes, the proposed scheme is more
efficient and easily to be implemented.
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