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Tt needs to further investigate technology of network attack to protect the network security. Attack models can
help in describing and analyzing the course of attack structurely and effectively, further more, they can help in sharing
the security knowledge and improving the efficiency of attack detection and security prediction. This article analyzes
and compares several attack models in common use at present, and then prospects the future directions of attack model
research in the end.
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