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Distributed trust model based on parameter modeling
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A distributed trust model based on parameter modeling was proposed. Nine functional parameters were extracted after investigating the trust mechanism and current trust models. These parameters
included flexibility, subjectivity, fuzziness, time decay property, transitivity, anti-attacks property, rewards & punishment property, sensitivity and scalability. Each parameter was modeled and
integrated to form a comprehensive trust model. Analytical results indicate that the proposed trust model satisfies al the nine functional parameters and thus has fair universality. Experimental results
show that the proposed trust model is reasonable and effective. Comparisons with previous algorithms indicate that the performance of the proposed trust model has been improved.

BESY AEEFIFE THRPOF SR

K

WA AR
Hible bSO ARUREC )T TP B0 ¥ kI 6/26025¢ rf if. 010-67110006-860/878/915/917 sy 7 XUebao@ptpress.com.cn
HORAH: ot S RHE R AT IR 7




