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Abstract:

At present, most routing protocols in wireless sensor networks take the survival time of network as their design target, and don’ t take security into consideration. The paper
analyzes several classes of attacks against wireless sensor networks , makes a research on the security of LEACH and proposes an improved algorithm—Safe LEACH
(LEACH-S1).Theimproved algorithm can not only avoid the attacks of adversary effectively, ensure the routing security , but also balance the power consumption over all
nodes, prolong the lifetime of the network via using tripartite security mechanism, node localization technology and dynamic stochastic multi-paths cluster heads chain.
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