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Security of an information
very important property, e:
when computers are inter
Internet. Because no syste
absolutely secure, the timi
accurate detection of intru
necessary. For this purpo:s
Detection Systems (IDS) v
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misuse IDS and anomaly

systems detect intrusions

activity that corresponds t«
signatures of intrusions or
Anomaly systems detect I
searching for an abnorma
activity. Most IDS commer
misuse systems with rule-
system structure. Howeve
techniques are less succe
attack characteristics vary
signatures. Artificial neura
the potential to resolve the
As far as anomaly system:
concerned, it is very diffic
them, because it is difficul
normal and abnormal beh
a system. Also for building
system, neural networks c
because they can learn to
the normal and abnormal |
a system from examples.



